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A MODIFIED ON TWOFISH ALGORITHM BASED ON CYCLIC GROUP AND IRREDUCIBLE POLYNOMIAL IN GF (2^8)
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ABSTRACT
In this article, a new adjustment is made on Twofish algorithm based on using a new operation called cyclic group extended # (CGE#) operation for increasing the randomness of algorithm. This is a new operation works on 8-bits and using 30 tables constructed with cyclic group and multiplication in Galois Field (GF) (2^8). A new (CGE#) operation is used instead of (XOR) operation in each round of Feistel of Twofish. This is done by using dual keys: one key is used for selecting one table among 30 tables, and the other key is used for: encryption and decryption. The proposed algorithms are evaluated by using many security metrics such as complexity, NIST, histogram and correlation coefficients. The modification has given good results in these metrics, and this leads to make the proposed algorithm much more robust against many the attacks.
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1. Introduction
Rapid development in information technology has led to a reliance on the transmission of electronic information via networks. As it is necessary to provide secure information environments, many researchers address this security challenge [1, 2]. One method for protecting information is the use of encryption algorithms between two parties involved in communication by converting the message into a human-unrecognisable form [3]. Algorithmic encryption is classified into symmetric-key and asymmetric-key encryption. Symmetric-key encryption uses the same key to implement encryption and decryption, while asymmetric-key encryption incorporates different public and private keys. Symmetric algorithms include block and stream ciphers [4, 5], and Twofish is an example of a symmetric block encryption.

The strength of the symmetric algorithms truly depends on how the key is securely exchanged between the sender and receiver [6].

Generality modern encryption algorithms rely on functions with two states (0, 1) for encryption and decryption. Twofish, as cryptographic algorithm, use the logical operation XOR that relies on two binary states (0, 1). This approach includes several weaknesses, such as being easy to estimate the key and break the security algorithm. Previous research replaces these two states with four states (0, 1, 2, 3) for increasing the key space, as described in Figure (2) (adopted from [7]) in Section 3. We concentrate on the
low points of XOR by exchanging it with a new (CGE#) operation that operates on block with 8-bits sizes with different state tables based on cyclic group and irreducible polynomial in GF ($2^8$). The total new (CGE#) operation is achieved by using an extra two keys. In this article, modifying Feistel in Twofish by using a new (CGE#) operation in both encryption and decryption process to increase the security level of algorithm. This paper is organized as: section 2 gives a short overview of both Twofish, section 3 introduces some of related works, while section 4 explains the basic mathematical biases used in this work. Construction of proposed tables and proposed method are overviewed in section 5 and 6 respectively. Finally, section 7 and 8 give the evaluation metrics of proposed algorithm and a number of conclusions for the work.

2. A short overview of Twofish algorithm

Twofish is one of a symmetric key block cipher with a block size of 128-bits and key sizes up to 256-bits and it is based on Feistel network. Initially, the Twofish separates (128 bit) plain text into four block words of 32 ($W_0$, $W_1$, $W_2$, and $W_3$), after that each word is jointed using XOR operation with 4-words of 32-bits ($K_0$, $K_1$, $K_2$, and $K_3$) in the input whitening process. The results of whitening to be passed into the F-function and units. Twofish has a function called the directive function (F), which consists of five components of operations that are composed of 4-dependent keys using: Substitution boxes, maximum distance separable (MDS) matrix, the pseudo Hadamard and addition mod of $2^{32}$. After 16- rounds, Twofish also implements output whitening as shown in Figure [1][8, 9].

3. Related works

This section overviews the related literature on Feistel of block encryption algorithm and using state tables in key distribution. In 2009 [7], the research has presented the work by combining the curve security methods with quantum encryption notations to raise the security and key space in order to make encryption operation more secure and robust. In this work, the proposed modification focuses on the use of four different states (0, 1, 2 and 3) instead of (0, 1). This is to make changing in the polarized angles which have been used in quantum description encoded in these four tables, in addition to the output descriptions which have used polarized states angles according to the 4-tables. Then doctrinaire ciphers transform plaintext into cipher text by changing the current state pattern of each character by using a logical operator (#) as shown in Figure [2]:

![Figure 1](image-url)
The work of (#) operation includes 3-inputs: the first input refers to the state table number which should be used to compute the output among the 4-tables. The other two inputs determine the row and column number in the given table to give their result as the cross point. In 2010, [11] the researchers have introduced a proposal for a new method to improve the performance of the DES algorithm. This improvement is demonstrated by replacing the predefined XOR operation applied during the 16 rounds in the standard algorithm Feistel with a new # operation depends on using two keys. Each key consists of a combination of 4-states (0, 1, 2, 3) instead of the ordinary 2-state keys (0, 1) using various state table suggested in [7] Figure (2). In 2019 [12], this work has presented a new method for the modifying DES algorithm called MODDES. This is done by replacing ordinary XOR operation with a new operation based on multiplication in a GF ($2^8$) based on irreducible polynomials. This is handled using four keys in each round. Two keys are derived from the main key and the other two keys are generated internally. The new algorithm operates on bit instead of byte. Evaluate the proposed algorithm that has shown the increased security level and made it resistant against attacks. In this study, 30 tables are constructed based on cyclic group and irreducible polynomials in GF ($2^8$), then these tables have been applied on each round of Feistel network of Twofish as shown in the next sections.

4. Mathematical bias in cryptography
4.1 Irreducible Polynomial Over Finite Fields

In mathematical terms, a field with finite elements called finite field and also called Galois Field (GF) that operates with polynomials. Then this mathematical term was used in many encryption algorithms such as El Gamal, Diffie, and Hellman in 1976 and AES in 1986 [13]. The arrangement of the finite field must be a power of a prime $p^n$, where $p$ is a prime number and $n$ is a positive integer, and all the operations such as addition, abstraction and multiplication should be performed and give the result in element into that field [14]. There are two types of finite fields: the prime field $\mathbb{F}(p)$ and the binary field $\mathbb{F}(2^n)$. In binary field, let $f(x)$ a polynomial in GF ($2^n$) can be represented as following equation (1):

$$f(x) = a_nx^n + a_{n-1}x^{n-1} + a_1x + a_0 = \sum_{i=0}^{n} a_ix^i \quad (1)$$

The addition and subtraction which are applied using XOR operation, while the multiplication in GF ($2^n$) is more difficult than addition and subtraction. The multiplication in GF ($2^n$) is by multiplying two polynomials for the two elements concerned and reducing the results using irreducible polynomial $m(x)$ of degree $n$ if the multiplication result in a polynomial is a grade greater than $n-1$, which is, the polynomial is divided by $m(x)$ and the remainder is kept. Every field GF ($2^n$) needs an irreducible polynomial $P(x)$ of degree $n$ with coefficients from GF (2) [12], for example, GF ($2^2$), GF ($2^3$) and GF ($2^8$) have one, two and thirteen irreducible polynomials respectively. In this paper, the GF ($2^8$) was addressed in encryption algorithm. Table (1) below shows irreducible polynomials in GF ($2^8$).

<table>
<thead>
<tr>
<th>No.</th>
<th>Irreducible polynomial</th>
<th>No.</th>
<th>Irreducible polynomial</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.</td>
<td>$x^8 + x^5 + x^4 + x + 1$</td>
<td>16.</td>
<td>$x^8 + x^5 + x^2 + x + 1$</td>
</tr>
<tr>
<td>2.</td>
<td>$x^8 + x^5 + x^4 + x + 1$</td>
<td>17.</td>
<td>$x^8 + x^7 + x^3 + x^2 + 1$</td>
</tr>
<tr>
<td>3.</td>
<td>$x^8 + x^5 + x^4 + x + 1$</td>
<td>18.</td>
<td>$x^8 + x^7 + x^3 + x^2 + 1$</td>
</tr>
<tr>
<td>4.</td>
<td>$x^8 + x^5 + x^4 + x + 1$</td>
<td>19.</td>
<td>$x^8 + x^5 + x^3 + x^2 + 1$</td>
</tr>
<tr>
<td>5.</td>
<td>$x^8 + x^5 + x^4 + x + 1$</td>
<td>20.</td>
<td>$x^8 + x^5 + x^3 + x^2 + 1$</td>
</tr>
<tr>
<td>6.</td>
<td>$x^8 + x^5 + x^4 + x + 1$</td>
<td>21.</td>
<td>$x^8 + x^5 + x^3 + x^2 + 1$</td>
</tr>
</tbody>
</table>

![Table 1: Irreducible Polynomials for GF ($2^8$).](image)
4.2 Cyclic group

Group \(G\) is cyclic if each element of \(G\) is a power \(a^k\) (\(k\) is an integer) of a fixed element \(a \in G\). The element \(a\) is said to generate the group \(G\) or to be a generator of \(G\). A cyclic-group is always abelian and may be finite or infinite [15]. Consequently, group \(G\) is called a cyclic group if:

\[
G = \langle a \rangle = \{a^n \mid n \in \mathbb{Z}\} \text{ for some } a \in G
\]  

(2)

In cryptography, two parties should communicate securely over an insecure channel for transferring the sensitive information such as credit cards numbers. This needs for shared secret key between two parties for encrypting the message, so Diffe and Hellman in 1976 published a landmark paper, which showed studying of how two parties communicate in secure manner. After applying the term of cyclic group in protocol of Diffe Hellman, then it is used in El Gamal which is Public-Key Encryption Scheme [16].

5. Construction of proposed tables in GF (\(2^8\))

The basic idea constructed from our state tables based on using two mathematical concepts used in cryptography: cyclic group and irreducible polynomials in GF (\(2^8\)). Since each number within the finite field has cyclic group that is different from other numbers, so we relied on this concept to generate new tables that the elements depend on cyclic group by selecting randomly only one number from this cyclic group to generate the new number. This is done by using the key generated randomly in decimal form for selecting a number within the cyclic group to generate a new number for tables to increase the randomness in these tables. While 30 irreducible polynomial in GF (\(2^8\)), then, 30 proposed tables are created, and samples of these tables are shown in Table (2) through Table (7).

Algorithm (1) illustrates the basic steps that are used for constructing the proposed tables.

Algorithm1: Constructing the proposed tables.
Step1: Generate 30 multiplication tables, each table is created based on irreducible polynomial in GF (\(2^8\)) as shown in table 1.
Step2: For each multiplication table that is generated in step1, generate a cyclic group for each item in tables saving the length of this cyclic group length.
Step3: Construct the proposed tables for each multiplication tables based on cyclic group as:
Step3.1: For each row and column in proposed table:
Step3.2: Bring the cyclic group of any item and the length of it labelled (L).
Step3.3: Generate random key in decimal form for selecting the number within the range of the length (L) of the cyclic group of this item, named leg.
Step4: Compute result = (item^{leg} mod irreducible polynomial) for this table
Step5: Save the result in the proposed table.

<table>
<thead>
<tr>
<th>(x^2 + x + 1)</th>
<th>(x^2 + x^2 + x^2 + 1)</th>
</tr>
</thead>
<tbody>
<tr>
<td>7. (x^4 + x^2 + x^2 + x + 1)</td>
<td>22. (x^5 + x^2 + x^3 + x^4 + x^3 + x^2 + 1)</td>
</tr>
<tr>
<td>8. (x^4 + x^2 + x^2 + x + 1)</td>
<td>23. (x^5 + x^2 + x^3 + x^4 + x^3 + x^2 + 1)</td>
</tr>
<tr>
<td>9. (x^4 + x^2 + x^2 + x + 1)</td>
<td>24. (x^5 + x^2 + x^3 + x^4 + x^3 + x^2 + 1)</td>
</tr>
<tr>
<td>10. (x^4 + x^2 + x^2 + x + 1)</td>
<td>25. (x^5 + x^2 + x^3 + x^4 + x^3 + x^2 + 1)</td>
</tr>
<tr>
<td>11. (x^4 + x^2 + x^2 + x + 1)</td>
<td>26. (x^5 + x^2 + x^3 + x^4 + x^3 + x^2 + 1)</td>
</tr>
<tr>
<td>12. (x^4 + x^2 + x^2 + x + 1)</td>
<td>27. (x^5 + x^2 + x^3 + x^4 + x^3 + x^2 + 1)</td>
</tr>
<tr>
<td>13. (x^4 + x^2 + x^2 + x + 1)</td>
<td>28. (x^5 + x^2 + x^3 + x^4 + x^3 + x^2 + 1)</td>
</tr>
<tr>
<td>14. (x^4 + x^2 + x^2 + x + 1)</td>
<td>29. (x^5 + x^2 + x^3 + x^4 + x^3 + x^2 + 1)</td>
</tr>
<tr>
<td>15. (x^4 + x^2 + x^2 + x + 1)</td>
<td>30. (x^5 + x^2 + x^3 + x^4 + x^3 + x^2 + 1)</td>
</tr>
</tbody>
</table>

Table (2) State (ECG#0) Addition in GF (\(2^8\))

<table>
<thead>
<tr>
<th>ECG#</th>
<th>0</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
<th>6</th>
<th>7</th>
<th>8</th>
<th>9</th>
<th>10</th>
</tr>
</thead>
<tbody>
<tr>
<td>0</td>
<td>0</td>
<td>1</td>
<td>2</td>
<td>3</td>
<td>4</td>
<td>5</td>
<td>6</td>
<td>7</td>
<td>8</td>
<td>9</td>
<td>10</td>
</tr>
<tr>
<td>1</td>
<td>0</td>
<td>1</td>
<td>0</td>
<td>3</td>
<td>2</td>
<td>5</td>
<td>4</td>
<td>7</td>
<td>6</td>
<td>1</td>
<td>10</td>
</tr>
<tr>
<td>2</td>
<td>203</td>
<td>202</td>
<td>201</td>
<td>182</td>
<td>181</td>
<td>54</td>
<td>53</td>
<td>182</td>
<td>181</td>
<td>180</td>
<td></td>
</tr>
<tr>
<td>3</td>
<td>75</td>
<td>74</td>
<td>73</td>
<td>72</td>
<td>71</td>
<td>70</td>
<td>69</td>
<td>68</td>
<td>67</td>
<td>66</td>
<td>65</td>
</tr>
<tr>
<td>4</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
</tr>
<tr>
<td>5</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
</tr>
<tr>
<td>6</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
</tr>
<tr>
<td>7</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
</tr>
<tr>
<td>8</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
</tr>
<tr>
<td>9</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
</tr>
<tr>
<td>10</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
<td>.</td>
</tr>
</tbody>
</table>

00
01
02
03
04
05
06
07
08
09
10
...
6. Proposed improved methods

It is important to secure the encryption algorithm against all types of attacks by increasing the randomness of the algorithms. Thus, this section proposes a new method for increasing the security of the TwoFish algorithm without increasing the complexity of its calculation. The basic idea of the proposal in question depends on extension previous # operation proposed cited in [7] but by constructing the
new thirty tables that have been created based on cyclic group and irreducible polynomial called cyclic group extended # (CGE#). This is done by using additional key in encryption and decryption also to key that is used for creating the tables. Additional key is generated independently, the first key is called (key no of table) which is used to determine the number of tables used to apply the (CGE#) operation. The second key is used to encrypt and decrypt. This (CGE#) operation requires three inputs: the first one specifies the index of the state table number, while the other two inputs match the row and column numbers in the specified state table; the cross point of these two numbers gives the result. The next section explains how to apply the proposed operation in Twofish algorithms.

6.1 Proposed Twofish Algorithm

There are many points of weaknesses in Twofish leading for breaking it such as: it depends only on single bit (0 or 1), using XOR operation and operates on bit. Therefore, to overcome these problems, a new method is introduced in this section, this is done by suggested Twofish algorithm used a new (CGE#) operation instead of the ordinary XOR operation used in the Feistel network. Since the XOR operation occurs twice in each round of the Feistel algorithm, the (CGE#) operation is also applied twice in each round after implementing the F-unction between the plaintext and key scheduling. The total process of the (CGE#) operation, which needs three inputs to complete the work, is shown in Figure 3 and algorithms 2, where the modified steps are stated in red colour.

**Figure (3) modified one round in Twofish algorithm.**

---

**Algorithm 3.10: Proposed Twofish Algorithm using (CGE#) operation.**

*Input: Plaintext P (128-bits) and Key K (128-bits) Output: Cipher text (128-bits)*

Begin

Step 1: Separate the plain text (P) block into four subblocks: $P_0$, $P_1$, $P_2$, and $P_3$.

Step 2: Initialise the key (K).

---

**Step 3:** Input whitening ($P_0^\prime = P_0 \oplus K_0$, $P_1^\prime = P_1 \oplus K_1$, $P_2^\prime = P_2 \oplus K_2$, and $P_3^\prime = P_3 \oplus K_3$).

For each round from 1 to 16:

**Step 4:** $P_0^\prime$ is rotated one bit left.

**Step 5:** $P_0^\prime$ and $P_1^\prime$ are rotated left 8 bits and are each submitted to Four key-dependent S-boxes with 8-bit inputs and outputs.

**Step 6:** Apply MDS matrix.

**Step 7:** Apply a PHT transform to output $P_0^\prime$ and $P_1^\prime$.

**Step 8:** The first subkey for the round is added to the output of Step6 to produce $P_0^\prime\prime$ and $P_1^\prime\prime$.

**Step 9:** Compute $P_2^\prime\prime\prime = (P_0^\prime\prime \ CGE# P_2^\prime)$ and $P_3^\prime\prime\prime = (P_1^\prime\prime \ CGE# P_3^\prime)$.

**Step 10:** $P_2^\prime\prime\prime$ is rotated (1-bit) right.

**Step 11:** Two halves of the block are swapped: $P_0^\prime$ is swapped with $P_3^\prime\prime\prime$, and $P_1^\prime$ is swapped with $P_2^\prime\prime\prime$.

End For

**Step 12:** Output whitening.

//Compute $P_2^\prime\prime\prime$ by applying the operation on $P_0^\prime\prime$ CG# $P_2^\prime$ according to 3-inputs (index = number of state tables, row = $P_0^\prime\prime$, and column = $P_2^\prime$). The output is computed as the cross point between the row and column in the specified state table gives the result. As the same manner, the $P_1^\prime\prime\prime$ CG# $P_1^\prime$ is computed.

End.

---

7. Evaluation

7.1 Computational Complexity

Complexity of encryption algorithm is calculated against the assailants to guess the key. The complexity is computed from the possible number of keys a conqueror requires in order to decrypt the cipher text (128-bits). **First**, the complexity of the original Two fish algorithm is compute using a predefined binary XOR operation (0, 1), that way giving the number of possible keys “applied in the encryption and decryption as: $2 \times (2^6) \times 32 \times 4 = 2^{16}$. **Then** computing the complexity of the proposed algorithm using (CGE#) operation: the probability of plaintext $\times$ (The probability of key)$^{\text{no.of.round}} \times$ The probability of states tables.

The complexity of the proposed Twofish using CGE# is:

$\left(2^5\right)^{16} \times \left((2^5)^{16}\right)^6 \times 30 \times 32 \times 4 = 2^{1159} \times 30 \ldots (3)$
Table 8 presents the results based on calculating the complexity of the modified Twofish algorithm compared with the well-known Twofish algorithm.

Table (8) total complexity comparison of the well-known and proposed Twofish algorithms for sixteen rounds.

<table>
<thead>
<tr>
<th>Algorithm</th>
<th>The complexity key size (128-bit)</th>
</tr>
</thead>
<tbody>
<tr>
<td>well-known Twofish algorithm</td>
<td>2₁⁶</td>
</tr>
<tr>
<td>Proposed Twofish algorithm</td>
<td>2¹³⁹ × 30</td>
</tr>
</tbody>
</table>

Figure (4) illustrates how the proposed Twofish algorithm features higher complexity compared to the well-known in sixteen rounds.

7.2 National Institute of Standards and Technology (NIST)

For testing the randomness of the encryption algorithms, NIST test is used this purpose. NIST has a number of tests [17]. This study uses fifteen statistical tests from NIST statistical for testing the randomness of Twofish algorithms. The average tests are computed and tabulated in Table (9).

Table (9) Result of Running NIST on the Generated Key by Twofish and the Proposed Twofish.

<table>
<thead>
<tr>
<th>Test no.</th>
<th>Statistical Test Name</th>
<th>original Twofish</th>
<th>Proposed Twofish using CGE# operation</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>P-Value</td>
<td>Status</td>
<td>P-Value</td>
</tr>
<tr>
<td>1</td>
<td>Approximate Entropy</td>
<td>0.187</td>
<td>pass</td>
</tr>
<tr>
<td>2</td>
<td>Block Frequency</td>
<td>0.187</td>
<td>pass</td>
</tr>
<tr>
<td>3</td>
<td>Cumulative Sums</td>
<td>0.837</td>
<td>pass</td>
</tr>
<tr>
<td>4</td>
<td>FFT</td>
<td>0.601</td>
<td>pass</td>
</tr>
<tr>
<td>5</td>
<td>Frequency</td>
<td>0.090</td>
<td>pass</td>
</tr>
<tr>
<td>6</td>
<td>Linear complexity</td>
<td>0.844</td>
<td>pass</td>
</tr>
<tr>
<td>7</td>
<td>Longest Run</td>
<td>0.141</td>
<td>pass</td>
</tr>
<tr>
<td>8</td>
<td>Non Overlapping Template</td>
<td>0.373</td>
<td>pass</td>
</tr>
<tr>
<td>9</td>
<td>Overlapping Template</td>
<td>0.369</td>
<td>pass</td>
</tr>
<tr>
<td>10</td>
<td>Random Excursions</td>
<td>0.401</td>
<td>pass</td>
</tr>
<tr>
<td>11</td>
<td>Random Excursions Variant</td>
<td>0.580</td>
<td>pass</td>
</tr>
<tr>
<td>12</td>
<td>Rank</td>
<td>0.251</td>
<td>pass</td>
</tr>
<tr>
<td>13</td>
<td>Runs</td>
<td>0.133</td>
<td>pass</td>
</tr>
<tr>
<td>14</td>
<td>Serial</td>
<td>0.339</td>
<td>pass</td>
</tr>
<tr>
<td>15</td>
<td>Universal</td>
<td>0.233</td>
<td>pass</td>
</tr>
</tbody>
</table>

The probability value (p-value) is set to a value of (0.01) to emphasize whether the output is random or not. If the test results provide a p-value “asymptotically approaching 1, then the output should appear to have complete randomness. A p-value equal to zero signifies that the output is non-random. The pass status represents that the p-value of these tests is greater than 0.001 and denotes the output is acceptable (e.g., offers good randomness). The p-values of most of the tests from the proposed Twofish algorithms are greater than the p-values of the original algorithm, as shown in Table (9). Consequently, the proposed algorithms are better than the original in most tests.

7.3 Histogram

A histogram is used to measure the security of the original and encrypted images by showing the distribution between the pixels. A histogram analysis was conducted for both the original and proposed DES and AES. Figures (5 and 6) show the experimental results for two standard colour images with JPEG formats.
Figure (5) results histogram of original and proposed Twofish for image2.

Figure (6) results histogram of original and proposed Twofish for image1.

7.4 Correlation Coefficients

It is a statistical measure used to evaluate the level of similarity between two adjacent pixels in the image or between two pixels in the same location of the original and encrypted image [18]. Karl Pearson in 1895 defined the equation for calculating the correlation coefficient called \( r \) which is most used in statistical security analysis. The Pearson’s correlation coefficient can be calculated by using the following equation which defined as [19]:

\[
 r = \frac{\sum (x_i - \overline{x})(y_i - \overline{y})}{\sqrt{\sum (x_i - \overline{x})^2 \sum (y_i - \overline{y})^2}}
\]

(5)

Where \( X \) and \( Y \) are the pixels and neighbouring pixels of the original and encrypted image. The standard values of \( r \) in the range (-1 ≤ \( r \) ≤ 1), if the value of \( r \) is close to zero, the association between the original and encrypted image is perfect uncorrelated. If the value of \( r \) is give negative value that mean the encrypted image is negative of original image [20]. Table (10) shows the values of correlation coefficients in horizontal pixels for peppers image that encrypted by original and proposed Twofish.

Table (10) results for the correlation coefficients.

<table>
<thead>
<tr>
<th>Algorithm</th>
<th>Correlation coefficients</th>
</tr>
</thead>
<tbody>
<tr>
<td>Well-known Twofish algorithm</td>
<td>-0.00099219</td>
</tr>
<tr>
<td>Proposed Twofish algorithm</td>
<td>-0.00023793</td>
</tr>
</tbody>
</table>

As show in the above table, our proposed Twofish give value of correlation lower than the original Twofish.

8. Conclusion

In this article, a new method modification on Feistel Twofish algorithm. This is done using additional key for handling the 30 tables are created using multiplication operation with cyclic group and irreducible polynomial in GF (2^n). The experimental results are obtained from the proposed algorithm compared with the original based four security metrics using (C#) programming language in Visual Studio 2017. Our modified algorithm gives good results in correlation coefficients analysis. Consequently, our modification on the proposed Twofish gives best results compared with original ones.
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